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1. Introduction: 

 
The National Institute of Rural Development and Panchayati Raj (NIRD&PR) is an 

autonomous organization under the Union Ministry of Rural Development and it is a 

premier national centre of excellence in rural development and Panchayati Raj and 

recognized internationally as one of the UN-ESCAP Centres of Excellence, it builds 

capacities of rural development functionaries, elected representatives of PRIs, 

bankers, NGOs and other stakeholders through inter-related activities of training, 

research and consultancy.  It is one of mission is to facilitate the rural development 

efforts with particular emphasis and focus on the rural poor by improving the 

knowledge, skill and attitudes of rural development officials and non-officials by 

organizing trainings, workshops and seminars. 

 

In order to meet the set objectives, the departments of the institute are rapidly adapting 

Information Technology (IT) for various kinds of functionalities. In the rapid 

technological changing scenario, and adding value towards communicating, delivery of 

services, access/store/transmit information and virtual meetings   to the functions of the 

institute, the need for focusing on IT assets, in terms of acquiring, maintain and 

disposing, is becoming significant and inevitable. The key challenges, related to IT 

assets of the institute are, tracking of diverse set of IT assets and related licenses, 

upgrades, versions and security dimensions.  

 

This document sets policy guidelines, standard operating procedure for requirements,   

for procurement, maintain and disposal of IT assets of NIRD&PR, keeping in view of 

various categories of IT assets.   

 
 

2. Definition and scope 
 

NIRD&PR spends a sizable amount of budget for purchasing various categories of IT 

assets and scope of the document is to meet all IT assets related training programmes, 

implementation of various schemes, research projects and other initiatives.  Purchases 

are made with uniform, systematic, efficient and cost effective procedure, in 

accordance with the relevant rules and regulations.  The policy and SoP is applicable 

to all employees, custodians or users of IT Assets of the institute which include Delhi, 

Vaishali, Patna and NERC branches and any stakeholder of IT Asset of NIRD&PR. 
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IT Asset:  IT Asset refers to anything (tangible or intangible) that has value to the 

institute including but not limited to a computing device, IT system, IT network, IT circuit, 

software (both an installed instance or a physical instance), virtual computing platform. 

All the IT assets are categorized for the broader classification as per following; 

A)  IT Hardware 

B)  IT Software 

C)  IT enabled Services (ITeS) 

 

 Categorization of IT Assets: 
 

All IT assets which are purchased for NIRDPR(including Delhi, Vaishali, Patna and 

NERC branch) will bear unique item code having running serial number with following 

coding pattern and shall be labeled on IT Asset for easy traceability.  

 
 
    
  

               Category of IT asset         
     Year of Purchase       Sub Category of IT Asset           Running Serial Number 
   Location Code 

                    (H- Hyderabad, D- Delhi , G- Guwahati, V – Vaishali, Patna)   
  

IT asset purchased/ hired shall be identified with the above coding structure and IT 

asset system will maintain all IT asset codes with the defined coding pattern for easy 

traceability.  The subcategory classifications are given in Annexure A with two 

examples.   

 
 

IT asset listed in the following shall be categorized with the above mentioned 
codification pattern for all IT assets available in NIRDPR. 

 

a)   Server, Desktop, Notebook, Tablet and other handheld Mobile Internet devices 
(MID). 

b) Storage system viz., SAN, NAS, HDD and other Memory devices. 

c) Networking devices viz., Switch, router, load balancer,    

d) Printing and scanning devices. 

e) Biometric devices. 

f) Electronic Display and monitor. 

g) Data acquisition devices viz., GPS, sensors, smart card reader etc. 

h) Bandwidth procurement and connectivity 

i) Application Software. 

j) Operating Systems  

k) Firewalls and intrusion devices 

l) Antivirus and security related software  

X X X X X X X X X X 
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IT Asset Stakeholder: 

 
Employees of NIRDPR, Department/Centre Heads, suppliers, audit party, AMC contractors, 
system engineers, system Admin., hardware engineers etc. 

 
The functional scope of the policy and SoP includes for the following 

 Raising  IT Asset  requirements  

 Installing IT asset at stakeholder’s location 

 Cloud storage, virtual machine and application deployment 

 Maintaining IT assets master list with appropriate additions, 
deletions, transfer, with proper maintenance and continuous 
monitoring. 

 Declaration of obsolescence 

 

All IT assets of NIRDPR at Hyderabad and other offices shall be mapped with 

network IP numbers appropriately to NIRDPR IT assets list with corresponding stake 

holders details.  It will be maintained by CICT to provide appropriate bandwidth of 

network protection against security threats incorporating firewall and anti virus and its 

maintenance in Asset management system though it will be the responsibility of user 

to take daily data backup of his/her PC.   

                    

 

 

 

3.  Raising IT Asset Requirement 

 3.1 Policy guidelines: 

IT asset requirement of any stakeholder of the institute shall follow the GoI rules for 

procurement and shall be routed through proper channel to Centre for Information and 

Communication Technology (CICT) for proper technical evaluation and availability of IT 

asset in compliance with the requirements raised. 

 

After proper technical and financial approvals, based on the recommendations of CICT, the 

required IT asset procurement process shall be initiated as per GFR rules by Stores/admin. 
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3.1.1 Entitlement for IT Asset – Laptop* 

Sl.No. Rank Cost (in Rs.) 
Upto 

Eligible 
Specifications 

1. DG/DDG/FA/ Registrar& 

Director(Admin) 

80,000/- 

As per GoI OM no. 
08(34)/2017-E-II(A) dated 
20-02-2018  

i5/i7 processor with 

other accessories.  

2. Professors / Centre Head / 
Director, Associate Professors 

80,000/- 

As per GoI OM no. 
08(34)/2017-E-II(A) dated 
20-02-2018  

i5/i7 processor with 
other accessories. 

 

I. Minimum configuration for new desktop(s) will be i5/i7-8GB RAM and rate 
applicable as per GeM or as per procedure of GFR or OEM. 

 

II. Faculties above associate professors of the Institute are eligible for both 
laptops and desktops.  One laptop may be kept in the custody of each Centre 
Head for the usage by non-entitled officers moving on tours.  In case of 
deviation of IT policy, other category of employees depending upon their work 
nature, appropriate systems shall be procured based on the recommendation 
of technical committee.    

 
III. The employees on contractual basis equivalent to Associate professor (based 

on Gross Salary) will be entitled for Laptop. 
 

IV. Depending upon the work, technical in nature, the project staffs conducting 
field work, data analysis, helping the Project coordinators in report writing, 
handling sessions are eligible for a laptop as per the justification of Centre 
Head and approval of DG. 

 
V. Employees working in IT center of any rank for development of applications 

and maintenance, desktops and laptops or staff of CDC dealing with 
designing etc. will be provided with higher configuration and approval may be 
obtained from the competent authority accordingly. 

 

VI. Network shared printers and scanners will be used by each center where 
multiple users are sharing one room/hall 

 * The officer who is given the laptop, shall be personally responsible for its safety and 
security as well as security of data/information.  The officer concerned will be at liberty 
to get the device insured at his/her personal cost. 

84761/2021/O/o CICT
45



 

5  

 

3.2 Standard operating Procedure for Raising IT Asset Requirement 

         Request for requirement of IT asset in prescribed format (Annexure B) shall 

be submitted by the stakeholder with proper approvals. 

 

         The filled in approved form shall be sent to the competent authority and it 

will be sent to CICT for proper evaluation and verifications against IT asset 

register maintained by CICT and it will also be verified with IT asset register 

(electronic form) for any availability of inventory and analysis the specifications 

with market available specifications and shall recommend accordingly for 

procurement. 

 

CICT shall regularly monitor the available IT asset life on par with latest 

Information Technology and send list of IT asset requirements for specific 

locations of stake holders to administration. 

 

4.    Installing/ transfer of IT asset  

4.1 Policy Guidelines 

       4.1.1 Installation 

All IT assets procured by stores/admin will be intimated to CICT and it will be 
supervised by CICT engineer for complete installation / delivery of IT Asset at   
concerned Stakeholder’s location and without certification of CICT and 
stakeholder no payment will be made to the concerned party. The 
installed/delivered certificate issued by CICT shall bear unique IT asset code and 
will be updated all details by CICT in IT through   asset management system. 
     

                  4.1.2 Standard operating procedure 

i. A copy of IT asset invoice and support documents will be sent to the CICT 
along with filled in form (Annexure-C) along with details of IT asset 
installation/delivery location and stakeholder particulars. 

 

ii. CICT will create new IT asset category, if it is not available in the master 
catalogue with standardized coding practice. 

 

iii. If received IT asset belongs to the already available IT asset category, running 
serial number will be given to that item and all particulars will be entered into the 
IT asset register. 

 

iv. CICT engineer will get executed the installation of IT asset at location where IT 
asset is to be installed/delivered for required conditions with proper evaluation 
of prerequisite conditions for installation (e.g. UPS supply, earthing). 

 

v. CICT engineer will confirm the complete installation/delivery by IT asset 
supplier and get it certified by the concerned stakeholder. 

 
vi. There will be reconciliation process of IT assets with mother stock register 

maintained by Store, asset management system of CICT and allocation of 
asset at user level on six monthly basis. 
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4.2 Transfer of IT asset  

 

4.2.1 Policy guidelines 

Transfer of IT asset shall be at the instance of request raised by the 

stakeholder for change of location of IT asset at the time of 

resignation/transfer/retirement or any event warrants the detachment of the 

asset from the stakeholder. Change of location may be  

 
i) Other premises of the department/other department,  

ii) CICT  

iii) Stores 

 

4.2.2. Standard Operating Procedures 

i) In prescribed format (as per Annex-D) requisition letter will be sent by 
individual / department head to transfer IT asset mentioning the 
destination location to CICT. 

ii) CICT will initiate the transfer activity with appropriate approvals of 
Competent Authority as per rules and it will be updated in the IT asset 
register (system). 

iii) In case of change of IT asset software / ITes, it will be verified by the 
compliance of user license and security privileges. 

iv) CICT will supervise the proper transfer and installation at the destination 
location as the case may be. 

               

5. Cloud storage, virtual machine and application deployment 

                              5.1   Policy Guidelines 

5.1.1 Hiring of cloud services: The cloud usage for any kind of 
services provided by vendor shall be properly evaluated by CICT as per 
guidelines, keeping in view of data protection, privacy and business continuity.   
Proper approvals and contract agreements will be maintained for cloud 
deployment for NIRDPR user services.  CICT will maintain the details of 
contract agreement for cloud deployment, data storage and application 
deployment.  All the cloud services of NIRD&PR will be maintained by CICT 
and bills will be paid as per billing cycle by the individual projects using cloud 
services.  Approval from Competent Authority must be taken by concerned 
Centre/Project before provisioning any cloud space. 

5.1.2 Deploying of Applications, usage of storage space and 

virtual servers.   

Since NIRD has decided to maintain it’s data center using AWS cloud 

services, all requirements related to procurement of servers, data storage or 

hosting or development platforms (PaaS Cloud Services in nature) by centers 

or projects, must be evaluated by CICT IT team and appropriate PaaS or 

SaaS services should be recommended. Procurement of physical 

environment must be avoided until unless it is mandatory. 
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5.2   Standard Operating Procedures 

Cloud service provider agreement documents will be maintained by 
CICT with details of applications, hardware services and platform services.  
CICT will raise the requirements of renewals for continuation of the cloud 
services after completion of the contract with feedback taken from 
centres/users. 
 

6. Maintaining IT assets 

 

 Policy guidelines: CICT will maintain master list with appropriate additions, 
deletions, transfer, proper maintenance, responding to the incidents for all IT 
assets of NIRD&PR and all stake holders will report all break down/fault 
details to CICT as and when they notice in a prescribed format (Annexure E).  
All fault reports will be maintained through warranty/ AFMC by CICT 
incorporating in asset management system which can be accessible to all 
institute centers located at different places including outstation 
employee/project staff.   

 Data protection, user accessibility of training participants providing 
appropriate data access, other user accessibility,   backup recovery, business 
continuity aspects shall be taken up in IT security policy document.   

 
6.2     Standard operating procedure 
 

i) All IT assets details, with particulars of asset location, shelf life, 
warranty/AFMC details, license details, patch update, version control shall 
be entered in the IT asset register with each IT asset having unique id 
number. 

ii) Details of IT asset and associated hardware, software particulars and 
product release series details will be maintained. 

 
iii)  CICT will receive all fault complaints from IT asset locations from authorized 

stake holders and get rectified by resident / warranty /AMC support 
engineer by maintaining particulars of call sheet, rectified/attended 
problems and any up gradations of patches/applications/spares. IT asset 
maintenance procedure will be laid down by CICT with proper 
mechanization. 

iv) IT asset inventory and maintenance management information system, will 
be implemented and six monthly reconciliation report will be sent to stores 
for any updation.  The physical asset register maintained by Store and 
CICT in electronic form as per GFR-form-23. 

 
v) Regular physical audit will be done in collaboration with IT asset 

stakeholders  along with asset register maintained by Stores and IT asset 
register(system) maintained by CICT. 

 
vi) CICT will be the custodian of the IT assets which are not allotted to any 

stakeholder and not declared obsolete. 
 
vii) All IT assets fault complaints shall be maintained by warranty / AFMC 

though CICT and in case of non-covered circumstances of warranty / 
AFMC it may be rectified by the custodian of IT asset after ascertaining 
from CICT and approval from Competent Authority. 
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7. Declaration of obsolete 

 
7.1 Policy Guidelines 
 

         Any IT Asset shall become obsolete: 
 

CICT shall monitor the life of the IT Asset through IT Asset Management System 
or as per the guidelines of GoI, it shall be generated regularly the list of IT asset 
to be declared obsolete as pet criteria set  and it will be sent to administration for 
disposal as per rules. 
 
 

     7.1.1 Grounds for condemnation/ obsolete: 

 

IT assets shall be condemned for the following: 

All IT assets procured will be properly evaluated by CICT to ascertain the minimum useful 
estimated life and accordingly it will be monitored through asset management system for 
declaration of obsolete and also for the following conditions: 

 
    Criteria-1: The minimum useful estimated life of IT asset of the following  is : 
 

1. Servers and networks     7 years 

2. End user devices such as Desktops,   5 years 
Laptops, Printers, Scanners. 

 
As per the DoPT OM F.No. 08(34)/201 7-E ll(A), dated 20th February, 

2018 for retention/replacement of device – no new device will be 

issued/sanctioned to an officer who has already allotted a device in NIRDPR 

upto five years.  After 5 years life of a device, if it is in good working 

condition, it will be used for 1 more additional year and after that it will 

be declared condemned.   For the purpose of reasonable life calculation, all 

forms of package, software and database         are treated as End User Device.   

 

    

Certification of non-working IT asset can be issued by the: 
 

1. Respective Head of the Centre/Section/Division /Unit or in consultation 
of CICT 

2. OEM (in case of the product having OEM warranty) or Support (AMC) 
Agency in case the item is under the Annual Maintenance Contract 
(AMC). 
3. Hardware / Data Communication Equipment/ Package Software 
which has been declared as end of life / discontinuation of support 
&/or updates by the OEM through      a general/ public declaration or a 
declaration by communication.  
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Criteria-2: Beyond economical repair 

When repair cost is considered too high (exceeding 50% of residual 

value of equipment taking depreciation into account), and the age of the 

equipment. Such cases should be dealt on case to case basis and should 

have concurrence of finance. In case of IT equipment, a depreciation of 20% 

per year may be taken for calculation of residual value. The cost will be fixed 

based on the original value entered in DSR volume.  Equipment that has 

been damaged due to fire or any other unforeseen reason and has been 

certified as beyond repair by the authorized service agency and agreed 

upon by the Institute.  The eligible officer is entitled for the laptop for every 5 

years or till the fitness of such device is certified by the concerned IT team, 

whichever is later.  Repair agency / vendor can also certify that the 

equipment cannot be repaired. 

 

      Criteria-3: Equipment that has been damaged due to fire or any other reason(s): 

Such cases shall be reviewed by Competent Authority and Finance 

Department for concurrence approval/opinion along with supporting 

documentary evidence(s) and reason(s). 

 
        Criteria-4: Non-availability of spare-parts: 

Any equipment for which the agency providing support confirms the non-

availability of spare parts may be considered subject to a certification issued 

by the competent authority     of the support agency.  

8. Disposal Modalities: 
 

8.1 Such an equipment (that has been condemned) shall be disposed of strictly 
following the  procedure as laid down in Rule 217 to 223 of GFR 2017 
(Annexure) OR replaced with newer equipment through buy-back following 
rules as laid down in IT Procurement Policy. NIRDPR should also adhere to 
e-Waste Management policy guidelines issued from time to time. 

 
A proper inventory of items for disposal will be prepared by the 
Condemnation Committee constituted by NIRDPR competent authority. 
Once the equipment has been condemned it should be removed from office 
use and kept in the area allocated for scrapped equipment. 
 
Stores Section of NIRDPR will also ensure removal of service and inventory 
labels from such equipment. All data including the operating system must be 
removed after taking proper backup. 
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 8.2    Standard Operating Procedures (SOP) 
 

i. CICT will generate the list of obsolete IT asset as per the policy guidelines 

given above and submit the list to the administration for formal declaration 

of the obsolescence of the IT asset with proper scrutiny by technical 

committee and as per rules. 

ii. After declaration of the obsolescence of IT asset by Competent Authority, 

CICT will update the IT asset system accordingly. 

 

iii. All the condemned equipment should be moved to the stores section of 

NIRDPR for preparing condemnation notes which should be individually 

numbered having equipment description, including the make, model, serial 

number, asset register number, purchase date, purchase price, reason for 

condemnation and additional information, if any. 

 
iv. Review of internal audit on IT assets shall be taken up in the month of May 

every year. 

 
 

9. Conclusion 

 
Based on the technological up gradations and adding IT asset value to the 

institution, revision of the document will be taken up with the approval of 

Competent Authority.  The document will be revised regularly based on the 

feedback from stakeholders.  Awareness on IT asset policy and SoP, training 

programs shall be conducted, as and when required. 
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Flow chart for Raising IT Asset Requirement till its allocation. 

 
 

 
 
 
 

Note:  Recommendation of specification for new IT asset(s) will be given 
by Technical Committee in case of any deviation of IT policy. 
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Annexure-A 

Standardization/ Classification IT asset identity number 
 
X    ---------   Major classification,   
 
H-Hard ware, S-Software,      I-IT enabled services  
 
XX  -------- year of product make 
 
XXX   -------- subcategory 
 

Sub category code Description 

011 Server 
 

021 
061 

Desktop 
only electronic display/monitor 

031 Laptop 

041 Tablet 

051 Mobile devices 

111 Storage devices 

211 Network devices 

311 Printing/plot devices 

411 Biometric devices 

511 Data acquisition devices  

611 Operating Systems 

711 Antivirus Software  

811 Firewall related software 

911 Application software 

 
Example1 HH21031001 (item code allotted to Laptop of Hyderabad office of 
year 2021 for).  
 
Example2 - DH21021001 (item code allotted to Desktop of Delhi Office of 
year 2021) - XXX (last three digits, running serial number). 
 
 
Example3 - GH21021001 (item code allotted to Desktop of Guwahati office of 
year 2021) - XXX (last three digits, running serial number). 
 
Example4 - VH21021001 (item code allotted to Desktop of Vaishali office of 
year 2021) - XXX (last three digits, running serial number). 
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Annexure-B 
 

Request for IT asset Requirement 
 

Date: ……/….../..…….. 
 

 
Dept./Centre Name:    Name of the Indenter  : 
 
Name of Centre Head   Employee Code: 
 
 
Details of IT asset requirement   :  
 
  IT Asset Category  : Hardware / Software / ITeS 
 
  Quantity / Instances / Volumes : 
 
  Description of the IT asset        :   
   
Whether the requirement of new Project?      Yes / No 
 

A) If, Yes, give following details: 
 

1) Name of the Project             : 
2) Whether project is approved: 
3) Functional requirement & Justification for the proposed 

asset: 
 
 
 
 
 

B) If, No – Give the reason for requirements. 
 

1) Technical requirement for existing IT asset upgradation. 
2) Break down/Failure of the existing IT asset. 

 
Attach any support document(s). 

 
 
 
 
Signature of Centre Head   Signature of the Indenter/Employee  
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 Annexure-C 
 

Intimation to CICT from stores/Admin for installation/delivery of IT Asset 
 

1. Name of IT Asset: 
 
2. Quantity 
 
3. Details of Invoice/delivery challan 
 
4. Supplier contact details                                                       contact number: 
 
5. Installation location details 
 
         Name of Centre                                                           Name of HoD 
 
         Location address                     
 
6. Attached document details 
 
 
Signature of stores in charge/ admin 
 
 

Entry of new arrival IT asset details in IT Asset register by CICT with following 
 

 IT asset Classification details   :    Hardware/software/ITeS 
 
Year of purchase of IT Asset         :                   
                                    
Sub-category of IT asset                :       
                     
Quantity received                           : 
 
Running serial number                  :            (each number for each quantity) 
 
 
Final unique number allotted as per above for each item. 
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Annexure – D 

 
Requisition to transfer for IT Asset 

 
Date: 
 
Name of the indenter emp code : 
 
Centre name :                HoD Name: 
 
Name of the IT Asset to transfer :                                          Asset Number:                        
 

 
IT Asset Transfer Details 

 
 

From location                                               To location                                   
 
 
Reasons for transfer :                        
                                    
 
Signature of indenter                                                               Signature of HoD      
 

 
 
 
 
 
 
 
 

Annexure – E 
 

Complaint of IT asset failure 
 

Name of compliant: Employee code :                              
           
Centre/department   :                                          Details of IT Asset 
 
Nature of failure        :                   
                                                     
Date and time of failure  :                   
  
Date of complaint          : 
 
 
 
Signature of complaint              HoD /Incharge Signature 
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